


FORMAT

The 1998 cover formats were mostly similar with one glaring exception. The price 
remained at $4.50 per issue for the United States and $5.50 for Canada. The masthead 
had some subtle changes throughout the year with “2600” appearing in Times Roman in 
all issues except Summer, where the font from Wired Magazine was used as a parody for 
the second year in a row. Other words in the masthead varied in style. The volume and 
issue number were spelled out in each issue except for Autumn where they were printed 
numerically. The Autumn issue was also labeled as “Fall” in 1998 and was also the first 
issue in over a year to have the season printed on the cover. This was significant, as it 
marked the fact that we had caught up to the backlog caused by our financial troubles 
and that issues were once again coming out on time. There was a slight alteration with 
the date scheme for Winter, which was referred to as “Winter 1998-1999” whereas in the 
past, only two digits had been used for the second year. This change was likely made in 
anticipation of all of the Y2K hysteria ahead. The page length remained at 60 pages with 
the page numbering scheme staying the same. The contents had the following unique 
titles: Spring: “molecules”; Summer: “sustenance”; Fall: “provisions”; and Winter: 
“Pearls of Knowledge”. Little messages continued to be found on Page 3, masked into 
the dotted line that separated the contents from the mailing info for Spring and Summer. 
No message was printed in the Fall issue, but one appeared in a new location on that page 
in Winter. These messages read as follows - Spring: “excuse the ring” (something that 
telephone operators would say to a customer as an apology for possibly bothering them 
with a call, and later used by sarcastic hackers after they annoyed someone); Summer: 
“now is the time” (a rallying cry for the hacker community as the Free Kevin movement 
was really moving into high gear at this point, but also a popular refrain to a Scott Brown 
happy hardcore mix of the time); Winter: “welcome lily” (an acknowledgment of the birth 
of a staffmember’s child, something that in later issues would appear in the staffboxes). 
In the middle of each issue, our first two letters pages no longer took the form of one 
giant double page, but small messages were printed in the binder by the staples for a 
couple of issues. For Spring, the message read from top to bottom and said “cruelty-free 
staples!” and for Summer, it read bottom to top and said “free range fasteners”, each with 
arrows pointing to the staples. Letters titles were no longer unique, with Spring, Summer, 
and Fall all simply titled “Letters” while Winter had the unique title of “Non Spam”.

COVERS

This year’s covers used mostly photographic images with one exception. They all 
contained the “Free Kevin” statement in them somewhere. Contributor credits were as 
follows - Spring: Bob Hardy, The Chopping Block Inc.; Summer: Phillip; Fall: Bob 
Hardy, Crowley, The Chopping Block Inc.; and Winter: Szechuan Death, The Chopping 
Block Inc.

Spring 1998 was put together rather quickly in a moment of desperation as we had no 
other cover prospects and our deadline was looming. So a couple of us took over a 



computer lab at Stony Brook University and got all of their terminals to connect to the 
Free Kevin banner that was on our website. The emphatic “NOW!” was added to the 
blackboard. We had to turn the image sideways in order to get it to fit on our cover page.

For the Summer 1998 cover, we did a callback to our own cover of a year earlier, which 
had an orangutan, the masthead style of Wired, and words that said “Special Spoofing 
Issue!” This one instead had an artist’s illustration of none other than Attorney General 
Janet Reno, again with the Wired masthead style, and words that said “Special Legal 
Issue!” But it didn’t end there. Clever readers were soon able to deduce that the eyes of the 
orangutan and Janet Reno were the same! (What kind of statement that put forth we can’t 
say for sure.) And, as a final feature, we added a nod to the famous New York Times artist 
Al Hirschfeld. He was known for hiding his daughter’s name (Nina) in his illustrations 
and for writing the number of times it appeared next to his name. So we printed the phrase 
“FREE KEVIN” with a 4 next to it, meaning that there were four hidden FREE KEVINs 
in our cover. (Apparently, we somehow messed this up and wound up with five of them.)

Fall 1998 (the first time we didn’t call this season Autumn) was another photograph, one 
that we had wanted to take for quite some time. It featured that part of the Statue of Liberty 
nobody ever took pictures of: her back. The image of liberty turning her back on us was 
something we all felt quite familiar with in our ongoing struggles. An old plane is seen 
flying overhead, possibly symbolizing surveillance or invasion. A mysterious figure with 
a black hat and black gloves is reading a copy of The New York Times which features as 
its main headline, unsurprisingly, the words “FREE KEVIN”. (The actual paper is from 
September 19, 1998.)

Our Winter 1998-1999 cover was actually two photographs of something that really 
happened in Las Vegas one day. It seems a massive screen on the side of the MGM Grand 
Las Vegas had an equally massive error and was displaying the “blue screen of death” to 
thousands of tourists who seemed completely oblivious to the catastrophe (and humor). 
The top half of the cover shows a view from across the street while the bottom half is close 
enough to read the actual text. Since none of this had anything to do with Kevin Mitnick, 
we inserted our “FREE KEVIN” statement in between the two photos.

INSIDE

The staff section continued to have credits for Editor-In-Chief, Layout, Cover Design, 
Office Manager, Writers, Network Operations, Broadcast Coordinator, Webmasters (now 
plural), Voice Mail (removed in Winter), Inspirational Music, and Shout Outs. Our PGP 
key (missing in the previous issue) returned to the bottom of the staff page with the Spring 
issue, but was gone again in the Fall and Winter issues (although it appeared in ad form 
in the Fall). The staff section remained on Page 2 with varying styles throughout the year. 
The required postal mailing info was printed on Page 3 for Spring and Summer and moved 
to the staffbox section on Page 2 for Fall and Winter. The Statement of Ownership was 
printed on Page 5 in the Winter edition.



Unique quotes continued to be printed in the staffbox of each issue:

Spring: “What Kevin Mitnick is about is creating a mythology of a hacker threat 
and using that threat to expand the government’s statutory authority and increase its 
wiretapping capability. Find me an individual who was hurt. Find me a company that 
was hurt. The most you can say is that some companies had to close security holes... and 
arguably they would have had to do that anyway.” - Mike Godwin, staff counsel for the 
Electronic Frontier Foundation.

Summer: “At this moment I do not have a personal relationship with a computer... it got 
so confusing, as to what was on the computer, what wasn’t on the computer, what was 
on the hard drive, what was on the soft drive, that it made it easier for me just to do my 
work with pen and pencil.” - Attorney General Janet Reno, May 24, 1998.

Fall: “This is not a tool we should take seriously, or our customers should take seriously.” 
- Edmund Muth of Microsoft, reacting to the release of Back Orifice, a program that 
attacks Windows 95/98 with a vengeance, by the Cult of the Dead Cow, as reported in 
the New York Times. We should point out that they said this BEFORE the program was 
released.

Winter: “We will not engage in any assaults or hostile physical contact, physical 
intimidation, verbal threats of physical harm or violence, or any other actions that are 
threatening or hostile in nature. We will not carry weapons onto company property, in 
company vehicles, or while conducting company business, even if we have a permit or 
license to carry them.” - Page 17 of the Bell Atlantic Code of Business Conduct.

We found ourselves in high gear in 1998, as the Free Kevin movement truly took off. 
The spirit was contagious. “We are experiencing a period of movement and transition.” 
The Free Kevin bumper stickers (which had been sent to all subscribers) were beginning 
to appear everywhere and we began to notice a change coming from outside our 
community. Once the story began to get some attention in the mainstream, people’s 
opinions shifted. “The winds have changed.”

Things weren’t changing on the inside, unfortunately. The judge in Kevin’s case made it 
quite clear that she had no intention of granting him bail. He also wasn’t allowed access 
to the evidence against him because he would have had to access a computer in order to 
see it all. And that apparently was a threat. We saw a different kind of threat: the clear 
demonstration of a huge lack of knowledge of technology on the part of those in charge. 
The same judge also threw a hissy fit when word got out that we were attempting to look 
at her financial disclosure documents to find potential conflicts of interest.

Throughout it all, Kevin remained imprisoned - for nearly four years by the end of 1998. 
All without bail or the prospect of a trial anytime soon. Throughout the year, the date 
of a potential (and much welcomed) trial kept getting pushed back. Autumn turned to 
winter, then to sometime next year. “What is happening to Kevin is merely a prelude to 
what could be one of the most ominous periods of our history.”



Then things really took a turn over the summer, when word of a movie version of the 
book Takedown started circulating. This was the book that had been written back in 1995 
by computer scientist Tsutomu Shimomura and journalist John Markoff about the capture 
of Kevin Mitnick. It was met with widespread criticism for its bias, its exploitation of 
Kevin’s story, and crossing the line of journalistic standards by having Markoff become 
a part of the hunt. But, incredibly, the film was even worse. We quickly got our hands 
on a script and revealed some shocking truths to the world. Namely, even though in real 
life Kevin was still sitting in prison awaiting trial, in the movie version he had already 
been tried and found guilty. In addition, he was portrayed as a violent racist who thought 
nothing of cheating and stealing. Needless to say, we had some notes to pass along to the 
writers.

If we weren’t already angry and emboldened at this point, this was the catalyst we needed. 
“We intend to stop this production in its tracks and make damn sure everyone involved 
is aware of the facts.” Hackers mobilized outside of Miramax headquarters in New York 
City and the story really began to circulate. And naturally, we had a little help from the 
Internet. “The net is a far more level playing field than many of us realize.” Of course, 
we also had to deal with our own website being blocked in many places due to fear of 
hackers. That fear spread to Miramax when they saw a crowd of us demonstrating outside 
their offices.

The growing outrage concerning the Mitnick case helped create the “perfect storm,” where 
tactics of hackers and activists merged into a single cause. Calling attention to the huge 
problems with Takedown helped serve as a vehicle towards letting the world know about 
Kevin’s plight. The phrase “Free Kevin” really began to take on meaning. But that success 
would mean nothing if we weren’t able to affect the new injustice Kevin was facing with 
a fictional story that used his real name to portray him as a monster. “Whenever his name 
comes up in conversation or in the news, the image from Takedown is what people will 
remember. For that reason alone, action must be taken to stop this.”

And it was. Apart from all of the efforts within the hacker community and increasingly 
in the mainstream, we wound up filming nearly 100 hours of footage for a documentary 
of our own on the whole thing. “The summer of 98 was one of the most productive times 
we’ve seen in a while.” We didn’t know where it was all going to end up, but we knew that 
our efforts were having a definite effect. “Miramax, to their credit, had the script rewritten 
several times, addressing nearly all of our objections to the original version.”

This was a shot in the arm that the hacker community badly needed. Instead of being 
perpetual victims of crackdowns, corporate greed, and bad legislation, we were fighting 
back. “All over the country, kids are handing out leaflets in their schools and malls, 
spreading awareness and adding to the movement.” The New York Times website was 
even hacked with news of the Kevin Mitnick story. While we were quick to point out that 
any damage to a site wasn’t something we supported, we couldn’t help but acknowledge 
the effectiveness of reaching a huge number of people in this manner, particularly if the 
media outlet in question wasn’t covering the story themselves. And our readers found 
unique ways of showing their support. One even planned on getting a “Free Kevin” tattoo, 
eliciting our response: “You do realize that one day Kevin will be free and you’ll have an 
outdated arm?”



Our attention to Kevin’s case opened up eyes regarding the many other injustices that 
were going on, both inside and outside prisons. We noticed how private industry was 
beginning to run the equivalent of slave labor from inside prison facilities. The soaring 
prison population, the subtle and overt control of individuals within the system, and the 
technological restrictions and manipulations began to really get our interest.

But this wasn’t the only area where major progress was made. A year earlier, we had been 
crippled and nearly driven out of business by a corrupt distributor who made off with 
nearly a year of our earnings. Through cutbacks, patience, and discipline, we were able 
to make a full recovery by the end of 1998. Seasons once again began to be printed on 
the covers as issues were once again coming out on time. The phrase “nearly out of the 
woods” became familiar to us.

But despite this close call, we didn’t know how to stop challenging the status quo, even 
when it might have severe adverse effects on us. We reported on rumors of memos from 
Barnes and Noble telling stores to take issues off the stands that contained info about 
their computer systems. We committed to printing more such info, specifically in the 
event that this was true because “if we refrained from printing them because we thought it 
might adversely affect us, we’d be just as hypocritical as anyone who removed it from the 
shelves.” In the end, there was no such memo, Barnes and Noble continued to carry us in 
all of their stores, and we all felt a little stronger in our convictions.

Support of the magazine was echoed in a variety of places, as was support by the magazine. 
A Tower Books display of 2600 issues in Philadelphia was particularly artistic and drew 
our commendation, while we offered free subscriptions to anyone in former Iron Curtain 
countries, as well as Cuba and any country in Africa other than South Africa. Many free 
subscriptions were also given out to prisoners within our own country.

The notion of becoming a political prisoner through hacking was brought up in our letters 
section. Another common issue was the bad treatment of newcomers by many in the 
community. AOL users seemed particularly susceptible to this. We caught a plagiarist 
through the help of astute readers and he was forced to atone for his sins in our pages. 
We tried to explain why it was important for article submissions not to have appeared 
elsewhere online before being printed. And the epic debate on FYROM began. (FYROM 
stood for Former Yugoslav Republic of Macedonia and we made an offhanded remark at 
some point about how that was a silly name for a country. The dialog would continue for 
years.) And, just to make things even more fun, we referred to Belgium as a former Soviet 
republic in one of our payphone sections, which, of course, caused more mayhem.

There was no end of horror stories from schools when kids would uncover security holes 
or engage in mischief. “There are an almost endless number of really stupid rules made 
by really stupid people in schools everywhere.” At the same time, there were numerous 
examples of readers showing integrity in school when it came to taking a stand, and 
sometimes even meeting with success. The Free Kevin campaign helped many to find 
their voices, not just in schools but at work and amongst peers.

There was at least one notable exception to the constant demonization of hackers. In 



Israel, a hacker known as “The Analyzer” was praised by the authorities, in stark contrast 
to how hackers were being treated in the States. In our own media, we found ourselves 
dealing with some rather interesting stories. One was from Signal Magazine and revealed 
something known as the “Blitzkrieg server,” which was predicting a hacker attack against 
corporations and government installations and that this “attack would be from Japanese 
nationals with the help of U.S. collaborators affiliated with the 2600 international hacker 
group.” It appeared to be the first time an actual machine had implicated us in this manner. 
That story was soon followed by an even more outrageous one, this time from a human 
named Stephen Glass in The New Republic, who claimed there was a “National Assembly 
of Hackers” that kept corporate America living in fear, amongst many other shocking 
revelations. It was later confirmed that he made the whole thing up along with many other 
stories. But there was no rush to correct the record with regard to hackers. It was the kind 
of thing we were all too used to.

As if we didn’t have enough to deal with, we were threatened with legal action by the 
International Churches of Christ over a hacked website that we displayed in our hacked 
web page archive. No matter how hard we tried, we couldn’t seem to get them to understand 
that our displaying the hacked pages didn’t mean that we hacked them ourselves. They 
seemed to think they could intimidate us into taking them down, to which we had a simple 
retort: “It’s news. It’s history. And it’s staying. Praise The Web.”

Lawsuits aside, the real threats came from bad legislation from people who had no clue. For 
instance, the FCC had just imposed a 28.4 cent fee on every toll-free phone call made from 
a payphone - just because payphone owners wanted to make money on every call, even 
the free ones. But there were far more serious threats coming our way almost constantly 
which made our very existence - and that of the Internet as we knew it - seriously in doubt. 
“The future of the net as a safe haven for individual thought and independent development 
of new and competing technologies is very much in jeopardy and this is without even 
introducing the government’s efforts to muck things up.” We vowed to remain defiant 
despite all of this. We took comfort in one core belief: “When a law is unjust, you have an 
obligation to challenge it.”

We helped to expose some of the evil and hypocrisy of the Software Publishers Association, 
which sought to crack down hard on their definition of software piracy, even if it meant tight 
restrictions on use and forced multiple purchases by consumers for the same software. Our 
readers reported that Babbages, Software Etc., and Electronics Boutique were allowing 
their employees to take software home before it was sold and that this apparently wasn’t 
considered an issue in the industry. And our fun continued in the retail world: “Teaching 
Radio Shack employees how technology works has always been something we’ve striven 
for.” A number of readers expressed concern over the disappearance of independent 
bookstores and the proliferation of chains. It was a tough place for us to be, since we 
supported the independent stores but were gaining more exposure through the chains. 
We were accused by at least one reader of selling out and not staying underground. But 
reaching people was what we were all about and that wasn’t something we were going to 
shy away from.

A detailed expose on military networks was printed, along with thoughts of one day having 



hackable cars. We finally identified the two NSA-related people who were pasted into 
2600 shirts in our printed ads. We decried the absurdity of the new seven-digit carrier 
access codes, which made dialing numbers a lengthy experience. We enjoyed the release 
of Back Orifice by the Cult of the Dead Cow and the arrogance of the industry experts who 
thought it wouldn’t have any effect on them and their Windows machines. We encouraged 
this kind of mischief, but also tried to instill a sense of responsibility: “Destroying files 
or causing wanton mayhem will only reinforce the stupidity these power-crazed cluebags 
live for.” We printed a guide on how to handle the media, a skill that always came in 
handy for hackers. We also demonstrated a ridiculously easy way to get into Hotmail 
accounts and printed some FBI testimony that showed “why anonymous phone cards 
aren’t.” We continued to point out the problems with “confrontational services” like Call 
Return, Caller ID, and Call Trace, which were still being rolled out across the country and 
changing the way people thought about making and receiving phone calls.

We finished the year with a warning about the threat of success. We saw what was coming: 
“In the years ahead, we are going to be facing some milestones in human development 
with regard to free speech, communications, access, and privacy.” We were concerned that 
many of us would cave in to temptation, as many already had, and sacrifice beliefs and 
ideals for a fat paycheck. Hackers were now in demand and this was indeed something to 
be concerned about. We urged people to “set conditions and draw lines that you absolutely 
will not cross.” An interesting analogy to credit card fraud was made - both involved 
sacrificing principles in the face of a big payoff. We made the argument that true success 
was far better than perceived success and that the former could be achieved simply by 
holding true to one’s ideals. “If somebody comes along and tells you to alter your beliefs 
and you obey, then you never really held them to begin with.”



















other unofficial activities - we fall into this cate

gory I think) provided telephone service at post, 

camp, station, or base level except when ap

proved by the Joint Chiefs of Staff. 
(2) Calls within an installation, metropolitan

area, or those confined geographical areas where 

other existing government provided local tele

phone or personal calls. 

(3) Unofficial or personal calls.

(4) Off-net extensions of calls into the com

mercial system at a distant PBX/PABX. 

General Information: 

Defense Contract Mgmt District North Central 

312 825 6000 

DSN Operator Assistance 

930 6000 

Office oflnstallation Services 

930 6600 

Office ofTelecornrnunications/lnfo Systems 

930 6847 

DSNNUMBERS 
OVERSEAS OPERATOR 
NTCC CONCORD, CA 
NAS ALAMEDA, CA 
NAVORDSTA CORONA, CA 
NTCC ALAMEDA, CA 
AWHIB BASE CORONADO, CA 
MARCORPSUPSTA ALBANY, GA 
NTTC CORPUS CHRISTI, TX 
NAVAL ACADEMY ANNAPOLIS, � 
NAVWPNSSPTCNTR CRANE, IN 
MARCORPS INFO CTR ARLINGTON, VA 
NTCC CRYSTAL CITY, VA 
OCPM ARLINGTON, VA 
NAVCOIMJ COl+KEN, ME 
OCPM NER WAS DEPT ARLINGTON, VA 
COMNAVSPACECOM DAHLGREN, VA 
NSCS ATHENS, GA 
NAVWPNSLAB DAHLGREN, VA 
NAVREPFAASTHREG ATLANTA, GA 
NTC DAM NECK, VA 
NTCC BANGOR, WA 

HQ AAFES DALLAS, TX 
NAV SUSA SE BANGOR, WA 

NAVWPNSSTA EARLE, NJ 
JOHN C STENNIS BAY ST LOUIS, MO 
NTCC EARLE, NJ 
NA TLSPATECHLAB BAY ST LOUIS, MO 
NAVSCLEOD EGLIN AFB, FL 
NAVOCEAGRAPH LABS BAY ST LOUIS, MO 
NAVAIRFAC EL CENTRO, CA 
MSC LANT AREA OPR ASSIST 
NTCC EL CENTRO, CA 
MCAS BEAUFORT, SC 
CGARSCSUPCTR ELIZABE, NY 
NAVHOSP BEAUFORT, SC 
NAVAUXAIRSTA FALLON, NV 
NAS CHASE FLO BEEVILLE, TX 
NAVSTKWARCEN FALLON, NV 
NAVACTS BREMMERTON, WA 

NAS FALLON, NV 
NAV COMM STA PUGET SOUND, WA 
NAVFAC CENTERVILL, CA 
NAVSURFWPNCEN FLO BR FT LAUD, FL 

251 1000 
253 5360 
993 0111 
933 0011 
993 0111 
577 2011 
567 9011 
861 2664 
281 0111 
482 1000 
227 0101 
222 1046 
226 4546 
476 7551 
226 5044 
249 7841 
588 7222 
249 1110 
797 5482 
564 0111 
891 1510 
556 7110 
744 1110 
449 1110 
485 4411 
449 2455 
485 4411 
872 4494 
458 4411 
958 8555 
247 5111 
958 8410 
832 7100 
723 3390 
832 2551 
830 2110 
861 1110 
830 3940 
439 2011 
830 2511 
744 6815 
896 3381 
483 7226 

1ST MARCORPS DIST, NY /NJ 
NAVSECSTA BREMMERTON, WA 
NAS GLENVIEW, IL 
NTCC BREMMERTON, WA 
NAVCONSTBN GULFPORT, MS 
NAS BROOKLYN, NY 
ARMYAMMUPL T HAWTHORNE, NV 
NOCF BRUNSWICK, ME 
NAVORDSTA INDIAN HEAD, � 
NAS BRUNSWICK, ME 
NAVAVIFAC INDIANAPOLIS, IN 
NAVBASE CAMP PENDLETON, CA 
NAS CECIL FLO JAX, FL 
NAVORDSTA CAPE CANAVERAL, FL 
NAS JAX JACKSONVILLE, FL 
NAV SHIPS RSCH&DEV CTR, MD 
NAVBASE CHARLESTON, SC 
NTCC CHARELSTON, SC 
CAMP LEJUNE JACKSON, NC 
COMTRAWING 03 NAS CHASE FLO, TX 
9TH MARCORPS DIST KC, MO 
NAVCOMMU WASH CHELTENHAM, MD 
NAS KEY WEST, FL 
MCAS CHERRY PT, NC 
NAS KINGSVILLE, TX 
NAVSATCOMMFAC NW CHESAPEAKE, VA 
NAS LAKEHURST, NJ 
NAVWPNSSTA CONCORD, CA 
NTCC LEMOORE, CA 
NAS LEMORE, CA 
AWHIBAS LITTLE CREEK, VA 

994 5666 
439 2011 
932 0111 
439 7628 
363 2121 
456 2011 
8_30 7171 
476 2253 
364 4011 
476 1110 
369 3311 
365 0111 
860 5626 
467 1110 
942 2338 
287 1416 
563 2000 
563 5566 
484 1110 
861 1110 
465 3507 
251 2011 
483 2178 
582 1110 
861 1110 
564 0111 
624 2011 
253 5000 
629 1520 
949 4110 
564 0111 

On another note, living near or in a military 

housing site opens a new basket and a bundle of 

opportunities for daytime hacking/phreaking. In 

most housing areas there is always some type of 

renovation project going on. This allows for a lot 

of easy access to cans, tni's, etc. where you can 

carefully set up for access to a multitude of 

phone lines. Security is normally minimal -

maybe a few "rent-a-cops" and some military po

lice. I have found that by going into a renovation 

or construction area I can easily have access to 

boxes with no hassle whatsoever. However, you 

will need to touch up on your social engineering 

skills if you want to survive being asked what 

you are doing. Normally carrying around a clip

board with an "official work order" is enough to 

soothe the doubts of most military police person

nel in a housing area. Age has a lot to do with 

this type of hip related social engineering. On a 

couple of occasions I have seen the base security 

vehicles patrolling and have gone up to them for 

directions. Just by walking up and keeping calm I 

have managed to let them know that I am "above 

board" and that I have come to them needing 

their help (you know, clueless civilians). Most of 

the time they will escort you to where you need 

to go or give you directions. Don't freak out 

when they drive by and wave while you're online 

to Alaska. Just act cool and relaxed, like the only 

thing you are doing is your "job" with the local 

telco. 
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