WATS EYTFNDERS
By: The Hagician
Many people think cf phone phreaks as slime,
out to rip off Bell for all she is worth. Kothing

could be further frcm the truth ! Granted, there
are some wvho get their kicks just by making free
calls, however they are not true phone phreaks.
Rreal phone phreaks ‘are "telecommunications
hobbyist s who experiment, play with and learn
from t he phone system. Occasionally this
experimenting, and a need tc communicate with

other phreaks (without going broke), leads to
calls. The free calls are but a small subset
TRUF phone phreaks activities.

Until several years ago, The phreaks
tool for free calls was ¢the Blue Box. In recent
years hovever, Bell has wmade GREAT strides in
their security and de‘ection of Blue Box's. While
Box's still vork, their wuse is becoming EXTRFMELY
dangerous. With the advent of CCIS, the places
vhere a Blue Box will wcrk are rapidly decreasing,
and within several years the Box will be totally
obsolete,

Thus for their
have turned to
EYTENDERE.
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long distance by phone.
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is quite

(Nov called a
expensive to the

with a
already

comeone came up
Since the company
number fcr salesman to call in
orders to the main plant, and since the compnay
had a flat rate OUTWATS line to call customers
during the day. Why nct couple thenm together after
hou s so0 that the salesman calls the companies
INWATS 800 number, then gets connected up to
OUTWATS. This would mean he could call anywhere in
the United States, from anywhere at no charge to
him! "™ is arrangement wculd save the company
tremendous amounts cf long distance charges since
they had the WATS lines anyway, and the WATS was a
lot more cost efficient than Credit Cards.
This arrangement wvas exactly how early "WATS
FYTFNDFP S"™ worked.

* During WATS (800) scannina (For how to 4o
this, read "Napolean Solo's" EXCELLENT article in
issue 55) phreaks diccovered these WATS FXTENDERS,
and found they could call anywhere in the ccuntry
just by calling the extenders 800 number, -then

(Using ™ouch Tone dial the number the
wvanted.

The companies socn realized
extenders were being messed with and
add some security tc prevent tampering.

It was set up s¢ that when a salesman dialed
the WATS BXTENDER, he would here what sounds like
a dial tone. The =alesman then keyed in a four
digit Touch Tone secret access code. If the code
wvas incorrect a high-low tone would result, and
the extender would have tc be re-dialed. If the
code was correct, a second internal PBY dial tone
would result. The salesman would then access the
companies OUTWATS line by hitting an 8 or 9
(usually) and dial wherever he wanted.

The four digit access code posed a problem to
phreaks since only 1 out of 9999 possible codes
vorked, and the 800 nuster had to be re-dialed
each time to try ancther.

Many a Phone Phreak spent long
breaking the four digit codes and then using the
extenders themselves! Most companies change the
code every few months so the phreaks would have to
start over again. Also company employees that
vere not authorized to kncw, but found out fros
"leaks") .

Many of you have frcbably
infamous computer "Charlie".
haven't, several years ago
life hy Capn Crupnch (¥Now retired from the
commun ications service) Charlie was an APPLE 1II
computer vith'a sptecial board which alloved it to
Touch Tone dial nusbere extremely rapidly (r/a)
then "listen™ to the results (A/D) .

Charlie vas tut to use calling a given WATS
EXTERDER, trying an access code, if the high-lov
tone was heard (meaning an incorrect code),
Charlie hung up and dialed again, trying the next
sequential code, Charlie would sit vorking for
hours, and vhen it fcund the code, it would print
it on it's display screem. VERY vffective 1
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Unfortunately the only problem with charlie
vas that he vas very noticeable to Bell. Every
time an BOO number is called, an AMA record is

punched at the C.0. thus it looks real phunny to
Bell to see that you have called Dry dock orange
shippers 800 number in Florida 3,750 times at 2:00
AM vith each call lasting 1 second ! Since Charlie

vas not very easily pertable +to Pay, phones this
wvas a real problen.

There are many WATS EXTENDERS reportedly
presently in service. pMost vorking as describead,

vith some taking more than a four digit code, and
some even respondine tc voice input !

It should be pointed out hovwever, that should
any of you crack any WATS EXTENDER access codes
and attempt to use then, you are quilty of Theft
of communications servicees from the company who
ovns it, and Bell is very villing and able to help
them nail you ! WATS EYTFNDERS can get you in
2very bit as much trouble as a Blue Box should you
he caught.

Most WATS EXTENDERS also record
called from them on OUTWATS. If
detects the extender being
usually first try to change
the abuse continues and they get mad enough they
will contact Bell who will help them investigate
all the numhers you called !

Thus, as in most things those of you who are
determined to play with WATS EXTENDERS, do so from

all numbers
the company
mis-used, they will
the access code. 1f

a pay phone and only to institutional
switchboards, or people with short memories. BY
the way, on sonme "Money First" vpayphones (as
opposed to "Dial Tene First") the Touch Tone pad
is cut off after the WATS call is complete.
(Because of polarity reversal) Tt can be
re-activated by depositing a dime after the

connection is made, which you
you hanag up.

Also please remember the
article. DO NOT use WATS
free calls all the tinme!,
learn what they can do and
you will learn a lot 11
Send any comments etc.
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experiment with them and

how they work. I think
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SALARNS

~ I"m sure many of you lMave read sbout burglars
ripping off a jewlry exchenge or such and bypsssing
#be alarm with & blackbox (not in our terms ). In
fhe Tollowing series of articles T will explain

how (to the last detail) these slarme work and

how they are fucked by the pros. This first article
is sabout sensors.

Sensors are located in 2 general places,
ance ways mnd in frequently travied areass,
lets take a look at doors. One tyne of door
sensor is the magnetio svitoh, which 18 located
on the side or top of the door.

The {llustretions show

two basic swithes amd their
placement. To bypass them
you must determine Wether
1t is a alosed or open
oircut. Take & VON and
test the terminals for

8 ourrent flow. If you
dorft get a reading then
test for all closed oirout.
Hever test with an ohas range first becsume if
1t is on open circut you will set it off. Al:ays

use a voltage range first, I

Wost plmces use IR.
to IR is a IR scops which 18 axpen—
sive and bulky.
type of IR sensor called passive
IR sensor.
in TR anarpy in an ares ,£uch as
the introduction of a human bdocy
(1ive).
vents or mockets.
microwave detectors usa tha doppler
effect to detect motion,
BUNACre
ultrasonics are more nrons to false
alarms due to chanres in weather and
air ocurrents.
table radics with a larpe vent our
two small holes.
on wall mounting brackets
the onicture.

In entr—
Pirst

o
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Switeh

If it is normaly opem just
cut one vire. If it's
normaly closed short the
.wires, Never attempt to

bypass them with a marnet as [——"——S"—:ch
some of them are magneticalyy, - Internal Door Svith "
]

biased and you vill set
them off. Magnetics are also placed
ineide door frames and on
the inside of rarage dsors.
The bert way to check for
magmetic swithes is a medified
metal detector.

The second type of rwitch
is a push button loeatad in the frame
of the door. To bydass them a rtiff Deice
of metal 1s sli4 betwssn the frame and door
and is used to hold the swivh down as the door is
ovened, By the way, this is also used in lavatories
to sutomaticmly flush the urinals.

Windows are the next topio. They are usually
protected against breakare only. This PP
1s cone by placing a loop of thin F ==
netallic foil on the wincow. If it'e
sneshed the foil is broken and the
alarm is sounded. (To fuck 1t wp
take & rasor blade mnd cut a lins
soross it. It 1o invisible and the
alarn sounds an soon &8 it'r turned
on.) Just use A rless cutter and
out a section out of the Amss. Then
reach in and short the contacts. An in-
terssting vay to bresk windo's im to
cover the gdass with tacs. Then the
window is pently tapped with a hammer
until all the plasr is broken, Then
pull the tape off in a single rheet
and the broken rharz will remain stuck
40 it. The latest im wincow and
wall orotsction is the vibration sensor.
shere is no fool srufe way to fool
them (yet). Vibration sensors are also
used on fences to detect olimbinm.
If nossible it is alvays best to
simply avoid the sensor than to try
e brvass it. Another typs of device Protects Walls & Ceilings
is the old pressure mat, They are -
used under carpets or as door MAtR. (W) !
Placement is in halls,stairvays,
under windows and in front of doors.
The only way to svoid them is to walk
slong the edre of & suspected hall and
avoid all weloum mats. Lirht beam detect
ore use a beam of lipht that sets an ala
rm off if the beam is broken, They use
IR, UV and visible 1irtt. Look for
gssall boxes with windows at about thirh
level. They are now mounted in other
fixtures such as sockets and books. The
Dewt way to looate a visible light.deam
4s to get & can of dry powder decderant
god epray it in the direction you are
going. The beam will show up, just
1ixe & nubu‘u in & dusty room. Por
UV got & "empty” spray can ( a4 can that
cam be filled with any substance you
ehooss ) asd rill it with flourescent
paint ( at any novelty #tore or Edmund
Seiestirio ).

switéh
(rerular
push type)

Ny

Switoh Placement

Vibmmtion Sensor\

Vibration Detector.

Bispy Passive Infrared

The only ¥& i Locars fnto Woodword

There im another

It notices a increase

Thay are disguised as wall
Ultrasonic and

just like
The only difference is that

They look liks small

They ars also »ut
shown in

The- Stainless Steal Rat

IBM TINE SHII!NG OPTION (T50)
ck Haflinger |

saen nncu: about computer access
but I almost naver anything about the GIANT
ot computing. IBH l inframe computers allow ths
knoul-dq-blu er to do almost anything
desires. Th huge machines are usad by
corporations and nearly all utilitie
es. and newer Sacxll s.cunt
Almost every computer h eas
dia be called by lnyunq thlt
Knous The number. n have am Inuats line.
cu-ull.[u:n unxul are Keywordg¢ keyed in by
gesponses will
dataset
in single
. Get m nota

Ih

na
apostophes -
pad ready and 1-t': go.

IBH syste
TSO0. This is w
your terminal (110-300 baud) has made
connestion typs 1n LOGON ox //LOGON.
be prompted 19: usrun. PASSHORD.
ACCOUNT NUMB now all the
typa LDGON USERID/PASSHUKU ACCOUNT NO.
installations allow the use of nonsense like
:usrnnnurlns'mlru: or similar constructs for
USERID/FASSWORD. Try calling the company and
ohtlxnxnz thl names of some programmers under

e Try these names or use MmOELe
50 huncn-d wiretap procedures to obtain
actual userid’'s.

have a monitor ‘program called
will be accessing. l!t-x

‘lou should

Lat's assuma that you have gotten logged on.
The lystlu uxll reply uith some messages and
eventual "READY". You are in'! Hers are a
feu co-llnds “Lhat you can use to get your
hlaxlngl. Copy down the reply to every command
you tr 1% you have no experience with IBM
con--nd syntau the HELP commahd uill ha useful .
You may uant t6 route this output to a pnntet.
Enter HELP HELP to get more inivrmation on th
help command. Enter HELP by itseli to get a 1s
of mvailabla commands. Enter HELP COHHANDKIH[ to
gat sz-euw info for a command, eg, HELP EDIT
will tell you about tha edit command.

Nouw on to real goodies. MWhen yo
logged on tha

got
system may have listed
datasets that bnlony to

=
our userid. He uwant to
use these as & tool for breaking the system.
Study the commands h.lou and then we w1

discuss a general strate { for using tha
information that they uxz give us.

© LISTCAT - Lists all th- d ets ouned b
our useraid system w1ill also
3 you what Gltuloq the datasets
ar in.

LISTDS ‘dsname' - Get the dsn from the
above command and this
will te€ll you the
characteristics of the
dataset.

LISTALC ST - This 13 a good one. When you

logged on the system allocatad

15 several datasets t

L e o you

& S terminal. Thay may i htein

< - anything so they -u the

‘ : starting down all
6f this SYS‘ UADS "

A an
A jac lnythxn ir =

sv:tn- d-t-lut and ulu-gl

STATUS - Thu uxu hlt any jobs that -n
-xlcutln‘ under your userid. Ilow
for -ox-
PROFILE - rh.\l uxll displa
c stics ng ont userid.
rn- 1ie cn-ng- during your

but should ba chan
will
PRI

sion
Llck before you logoff. It
halpful to have the op
lnd !lsﬂ £ you d

em _up b nt
uorxu !lﬁﬂ!‘l‘.'ltv SRISEINY

all for !hl
ds und if you

d syntax via t)\l We
will introduce

to gaan
-!. lnl othat go



New Boonomis Policy

Tired of all that bullshit the government has
bean giving about how to reduee inflation? Well
here is the real way %o ocut your bills.

I Super—Merkets

The next time you visit your local food ripphf
center thet ¢laima to have the lowsat prices im
town, you can make sure that they keep their prowims.
When you catch an emoloyes loafing on the job
borrow (psrmanently) his or her little price tag
pun. After ssveral minusts of examination and
trial vou can stamp your own prices just like
the pro. MNeed I go further? Of course. Just
for good ralations take all thoss funny little
rolls of stickers that are ured to show vhen
there ica special and all the blank rollas for
the tag pun. Dewars, Vake surs that the product
you mtamp with your pun is the same as the tag

ts, Some tage are pre labled: Crecery, candy,
milk item, etc., lake sure the tag matibBhes the
item. Never remark items that are common. Many
times the cashiers imow the prics. Alac, with
your "spscial’ stikers be carsful. Many times they
are distributed by the manufscturer of the product,
If you are in a hurry just take the price tax
off the cheapest bargin brand and put it om the
bast cuality brand. Thim can bs tricky if not
impossible because some dlaces have price tags
that are pre=cut, o they fall apart if you tiry
this.

IT Counter Tapiora~e and Other Tricks

Por all you that shoplift ( or about to berin)
here are some tips.

- rtay avay from large Malls and Shooping Centers
1t's like narc city. The naros like it thers
because thay can bust little kids for shoplifting
candy.

- kesp your syss open for mirrors, two way mirrors,
oameras and nosey clerks.

- i1f you ars vith a partner keap your mouth shut
Thay have hidden mics in those tall columns that
seem to hold up the roof.

- Avoid all lar#e milvared objects. In one nlace
I know they out small cameras in larre silver
Christmas balls ( Merry ChriEtmas, huh? )

~ Look for peovle that you always see in the
same store and for people who walk arcund like
sombies and pay mare attention to the people in
the store than the oroducts.

- avoid all neople with 2-vay radios. They ara
most definitly not hams with thair 2 meter.

If you decide to shoolift (naughty you), remember
all you have to do im remove the item from its
package and take off all store magkinrs and tags
and they cannot prove the item is yours. Use
dirolay madels if nossible, becsuse you can ficdle
with them without sumpision. If you think the risk
of petting csusht is too gFreat or you camnot
~st it because of its size ( I kmow a guy who
shoplifted a 70" crock pot ) you can still gwt
it at a sreatly reduced price, Many places use
felt tip markers or pens to show reductions. When
& store has a clearance nals just cum on in and
make your own reductions ( not too outrsmous plsasd,
Sometime the cashier vill be suspiciocus and go and
chek your items price against one on the ohelf.
The only way to bsat this is to mark all the items
down, This way you can also buy several and you
do a publik service for their regular customers.
Ny laet trick is to use a high quality eraser
and erase the first digFit of thas price., I have
done this one several times with chips and other
expensive parts, 3oms of those clerks are as
blind as riveted bulkhsads. Ths real price was
stamped om the package right next to the erased
price tag. I etill saved 10 Amiriken (worthless)
dollars.

Happy budget cutting |
The Stainless Steal Rat

ATTENTION --=~ ATTENTION ---- ATTENTION

The 8BBS dial-up system mentioned in
TAP $#72 is no longer in operation. Lase
summer while the SYSOP was away on
vacation his place was raided by the P8I,
police, Telco security and others. The
8BBS disk packs, user log printouts and a
modem that some Philadelphia ar users
had sent out ware sesized as evi ce and
are being used to prosecute s people
in the Los Angeles and Philadelphia area.

In issue #71., | talked about the four major
alternate nets serving the country.. I raci
letters from readers with info and commen
like to thank 't. Bill and you others for wrltin;
to me. You were all helpful. SP Sprint, ICI, ITT
citicall, and Western Union aren't the only neta,
there are a lot of others, Jut they are the four
major ones that serve the publlc. Since thay
serve the putlic, they are much easier for the
average phreak to get accesa numhars and codes
for. Jut there are meny other nets, &5 was pointed
out to me in a letter. If you have info on another
net, gsend it inl <

Also, I was told that I gave the impression
that Sprint covered most areas. All the alt. nets
are the same, in that they only cover the large
metropolitan cltlies, and sometimes local suburbs.
Thats whers all the money is, and thats why they
can sell line time cheaper than "a Dell. 'a Bell
has to charge higher rates in the cities to sutsi-
dize all the rural places whare there ia only one
phone in 10 square miles. The alt. nets only serve
the high volume aress. that ie, large citles.
Still, Sprint covers more cities than anyons alae.

I have spsnt time since my lagt article
breaking into various nets. and can report that
“ICI is ty far the easiest. In fact, I was able
to crack J codes in 30 minutea by hand, whils
talking to my roommate and listening to Pink Floyd,.
I had very little luck with Sprint, getting only
one code. ITT is a little easier than Sprint,
but I didn't get much there wither. Western Union
?avarn 80 few cities, its hardly worth breaking
nto.

If you have a computer with an autodial
medem, you can program the computer to treak cedes.
But there is no modem that I know of that can
tell whether a phone is ringing or not, that ims,
whether the cnl{ went through or got stopped.

But I got a great idea from a friend. Instead

of s8itting ty your phone and listening as your
computer runs throwgh possible codes, program it
to dial other computers through the net, and let
it wait about 15 seconds after it finishes dialing
each tims, and see if it gets a carrier. Then ths
computer can tell by itselfl whether or not it has
hit a good code, and you can go drop acid or whate
ever you do in your spare time.

But whenever you are breaking codes, make
sure that the number you put in is a recording or
a big company computer (like TELENET), not your
girlrirends house, as the nets may wonder what
all this activity is and try to call the number
you are using, to see who livem there, who would
te calling them {llegally, and generally hassles
them.

I also wouldn't worry t.o mucn about the ness
tracing you, unless you are in their exchange. I
call in from home sometimes. What I would worry
about is them paying a little visit to the psrson
you have called, and asking who they know that
would be calling them at a large discount. So only
call instant amnesiacs, and not your grandmother.

If you really want to ba safe, call through
ohs nat to anothar nat in the city you want. than
g0 through the second net to make a local call
to your friend. The second net will only be making
a local call, and go won't worry much about it.

The first net will only be able to trace to the
second net. "ake the pigs work to find out who's
scrawing tham over! But bs surs not to uase the

same net twice in a row. Setting up various links

of the call through various nets, sort of in series,
is a great way to make alt netas safer. Unfortunately,
it seriously degrades the quality of the final

line you have to talk ovar.

To change the subject, I have noticed that
some fire engines have big strobe lights mounted
in tha front, nsar tha charry lighta. I fasund ocut
that this is s6 that they can turn stop lighta
fx'ccn. T'any stop lights have photocells that sense
ncoming light to see if it ls flashing at the
proper frequency. If it is, then all lights on the
side th rote is coming fron are turned gresn ana
all others are turned red. Anywhite strobe light
ghould work, its the frequncy of the flashes that
patter. I don't know what they are. But I do know
that you need an awfully big strobe light,
the size of an airplane landing light it seeme:
me. They are probatly expsnsive. mlthough you may,
be able to get therm cheap in a gurplus store. I've
seen this system in Anchorage, San Jose. and Sm
Diego. 1'm sure that many other cities have in-
stalled it on their major lighta too, but check té
make sure your city has it before buying a light,.
Have phun phreaking and P.T.B.S1




COMPUTER SECURITY
and the bresking thereof
By Simon Jester

FLASHtrtrgrrp ot p s enttind

There is a new method to break into computers,
and it has professional security consultants
shitting in their pants! In september 81, some
students at UC Berkeley discovered a way to break
into UNIX systems. One of them must have been a
real asshole, because he told the system operator
who told the system manager, who hired SRI to look
into it. SRI is Stanford Research Institure Inter--
national, and among other things they specialize
inh computer security. At SRI Donn Parker looked
into the matter. Donn Parker is one of the top
security experts in the world. He looked into the
matter, and promptly realized that it compromized
all security on the UNIX. He also speculated that
the method could be adapted to work on other
systems, as well.

UNIX is an operating system for DEC computers.
I'm not sure if it works on other machines, but I
have heard that [la Bell uses a lot of UNIX systems.
The scam goes like this, On large computers, they
use a technique called time-sharing to. let a lot
of people use terminals all hooked up to one cent-
ral computer all at the same time. Each person is
assigned a portion of on-line memory (as opposed
to disk memory), which is called his work space.
The system saves a work space for itself, too.

Thg students discovered a way of having one termi-
nal take over control of another terminal and the
workspace that goes along with the second terminal.
The good part comes in here. ‘ost students and
hackers have low security accounts. But when you
take over another workspace, the person logged on
may have a high security account, If so, you could
go through his account and access all the high
security stuff he has access to that you're not
supposed to have access to.

Only a few technical details on how to do
this are known.It is known that you somehow send
control and/or escape characters from your terminal
through to the other persons terminal and/or work-
space to take over control. This will work on UNIX
systems, and there is some very similair method
that may work on many other systems. Farker has
said that the only effective ways of fighting this
scam are to either remove the control/escape keys
from all terminals or to insert software filters
to filter out control/escape keys before they
reach the 0S. These are pretty lame solutions.

Con game in the cards?

A New Jersey man was Indicted vesterday on charges of spending more
than 322000 for toods 7nd sevrices through illegal vse of credil cards obliin
ed while in jail. The indictment by a federal grane jnry in Newark charned
Robert Lee Johnson with four counts of mail frand and (wo counts of
interstate use of fraudulently obtained credit cards

The government charged that Johnson had 54 credit cards from 22
companies between Ocl. 14, 1974 and Muarch 6, 1978, while in jail

The applications falsely stated that the defendant was emploved by
certain companies, making a substanial salary and receiving credit frem
several other sources, the indictment charged. The defendant gave the ad
dresses of the Mercer and Union counly jails, bul claimed ownership of the
byild!n:l on several credit card apolications, according (o {he indictment,
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“We hove @ serious oil glut on our hands,
...we'd better declore another
shoriage.”

As Parker points out, removing the control/escape
keys from every terminal is 'about as practical as
installing MX missiles on underground railroads
under Nevada, It won't work, because there are
already over 3 million terminals in America, each
with an escape and control key. And installing a
software filter for control/escpae characters is

a cheap fix too. Parker points out (and so do I)
that operating systems are so complex that there
will always be some way of slipping the characters
around the filter and getting them to their
destination. The proper way to fix this problem
(from a cops point of view) would be to fix what-
ever aspect of the UNIX system allows the charact-
ers to let one workspace take over control of
another. Since this idea seems to have been atan-
doned bty Parker, and since he also points out that
it would be possibtle to use this method on other
operating systems, I come to the conclusion that
the flaw is not in the UNIX code itself, but in
the concept of time-sharing itself. I've read some
of Parker's work, he isn't stupid. If there were

a foolproof way of fixing this probtlem he would
have found it by now.

So what does this mean? That we may be onto
the bigpest security system break in history!
Almost any large computer is potentially vulner-
atle, But we need more information on how to do
this., 7y information came from the LA Times. Tom
has a copy of the article, and I'm sure he would
send a copy to anyone who is interested, but it
doesn't get too technical. It does mention two
sources of more technical data about this. First
of all, there was an article in InfoWorld during
January ahout this (InfoWorld comes out weekly).
So far 1 haven't teen abtle to get a copy of this
issue. If you have or can get a copy of it, PLEASE
send it to me ¢/o TAP. The second source is from
Parker at SRI. If you write to him on company
stationary, and eonvince him that you are a security
analyst or something similair, and give him a
legitimate sounding address, he will send you a
copy of his report on the subject, which tells
every detail. His address is Donn Parker, SRI
International, Menlo Park CA, 94025, Please don't
write to him unless you have stationary and a
business sounding address, and are sure you can
convince him that you have a need to know. If he.
is deluged with requests for the report from phreaks,
he will stop sending them out. I don't have either
so 1 haven't been able to get the report. If you
manage to get a copy, please PLEASE send a copy to
me ©/0 TAP. Also, if you have any knowledge of UNIX
systems, please write down whatever you know, sys-
tem structure; security formats, whatever, and send
it to me, as 1 don't know too much about UNIX,

As soon as I know how to do this I will tell every-
one in TAP, but I doubt I'1l1 be able to find out
unless you all help me ty sending me whatever you
do know.

A Taxpayer Invents Ripoff

Hayward, Calif. — Bob to get it down to the 1973 assessed
Wister figures he can lower his “"1“: 'htm 1 bﬂ]ﬂgh!hﬂ." he said, vow-
property taxes by razing his house, "B !0 Btop only when a realestate
He said that he is going to begin [’yf‘:::he{v:;il: i oo ek Tt
ripping  his house apart board by “That's what 1 ean afford"” he
board until it's worth $28,000 — what  said. “I can't afford what it is now
he paid for it in 1973. The latest as- and I'm not going to stand for it. It
sessment is for $38,000. practically doubles my taxes from

“L will rip down what is sufficient  what they were in 1973
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